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NGAF Report Center
NGAF Report Center provides a list of comprehensive logs on network security incidents and 
security events in the form of reports to convey to users the current Internet security status and 
recommended solutions to various risks detected.
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1. Logging Option



Logging Options

Enabling  application control and 
traffic audit logs will consume 
more resources, therefore it is 
recommended not to enable it.

NAT logs can only 
be queried via syslog.

Syslog setting: Only support 
the UDP connection and the 

UTF-8 encoding

Log preservation/deletion 
by certain days or disk 

usage



2. Syslog



Syslog
Security logs, traffic logs, NAT logs, authentication logs can be sent to syslog server via UDP 
connection.

System log are not synchronized to syslog server.



3. Internal Report Center



Internal Report Center
How to browse into Internal Report Center?

Click here for a quick 
login to Internal 

Report Center or surf 
http://x.x.x.x:85 to 

login(x.x.x.x represents 
NGAF IP address) 

Disk usage



Internal Report Center
Statistics:

Generate report 
or send email



Internal Report Center
Logs: Enable users to view log details.
We take WAF log for instance:

Highlighted area shows  the 
potential  attack content

Export logs



Internal Report Center
Statistics Report:



Internal Report Center
Internal Report Center settings:

Number of logs entered 
in Log Export field 

cannot exceed 10000



Internal Report Center

You can delete 
the log manually

Log databases
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