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Chapter 1 Applicable Environment

When user need to apply firewall and does not change their network environment.

Chapter 2 Configuration Step

2.1 Configure Zone for LAN, WAN and management 

Go to [Network][Interfaces]-[Physical Interfaces]



Configuration for LAN zone

Configuration for WAN zone



Configuration for Management zone

2.2 Interface Configuration



Go to [Network][Interfaces]-[Physical Interfaces].

Assign one interface for WAN attribute and WAN zone

Assign another interface for LAN zone



2.3 VLAN Configuration

Create a VLAN interface and add to management zone





2.4 Routing Configuration

Configure it from [Network][Routing][Static Route][Add][Static Route] as 

image shown below:

Insert destination address, subnet mask, next hop IP and choose an interface for 

VLAN.



If you need other static route in your network then you can proceed it in the same 

section here as well.

2.5 Application Control Policy





Default Access Control policy will deny all the service and user need to configure 

manually to allow the service. User can configure other policy based on their needs 

as well.



Chapter 3 Precautions

Transparent deployment mode is standing between 2nd and 3rd layer. But adding 

policy will only allows 3rd layer to 3rd layer zone to work. It will not working if user set 

policy for 2nd layer to 3rd later. Besides, configuration for routing is allow device to 

have internet access and update their database automatically.




